|  |  |  |  |
| --- | --- | --- | --- |
| **Source** | **Name** | **Architectural relevance** | **Addressed in:** |
| SRS | Authentication | The System shall provide system behaviour only to users who enter valid credentials (usernames and passwords). | ? |
| ? | Lock Out | The System shall prevent the User from making any more log in attempts after 5 unsuccessful attempts for 1 hour. This is to prevent hacking attempts to the system. | ? |
| ? | Auto-Log Out | The System shall log the User out of the system after 20 minutes without any activity to prevent misuse unnecessary use of system resources and incase of forgetful users in public spaces to avoid misuse by another user. | ? |
| ? | Logger | The System shall log all events that take place in the system and by whom. This is in for validation of transpired events. | ? |
| SRS | Student Database | The System shall refer to an external database in order to retrieve and verify the credentials of the Students | ? |
| SRS | Reservation Database | The System shall use a MySQL database in order to store and retrieve all reservation information. | ? |
| SRS | Implementation | The System shall be implemented using php, css, javascript, and MySQL. | ? |